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$500,000 Liability Waiver  
Recovering from a breach can be financially devastating to a small or medium business. In response, CyberIDLock is now offering a 
$500,000 Liability Waiver for PCI Compliance level 3 and 4 merchants from insurance company Great American E & S.  This coverage 
provides assistance and financial relief up to $500,000, for PCI assessments, related costs, mandatory audit fees, and/or card replace-
ment cost, contractually assessed or ordered for reimbursement by the card network to a merchant as a result of a data security breach 
at the merchant level.*

FEATURES 

$500,000 Policy from our partner Great American E & S

BENEFITS

• PCI assessments and related costs
• Mandatory Audit Fees and/or card replacement costs
• Comprehensive Customer Service

Keystroke Encryption Software 
Keylogging spyware, a leading component in SMB breaches, steals everything you type including your banking credentials, 
customer information, emails and other sensitive data. Keyloggers infect your PC when clicking on links inside emails, using social 
media or surfing the web. EndpointLock™ keystroke encryption software blocks spyware and keeps everything you type private. 

  FEATURES

• Five Software License Keys for Windows
7, 8 and 10 and Mac OSX

BENEFITS

• Patented Keystroke Encryption method
• Guaranteed to block the capture of keystrokes on 

any PC.
• Unlike Anti-virus which identifies only known

catalogued malware, keystroke encryption protects 
from  zero-day (unknown) keylogging malware.

• Insures privacy for emails and other sensitive
information. 

• For anyone who banks, shops and shares personal
 information digitally.  

Dark Web Scan (Pre-event Monitoring) 
Out of the reach of regular Internet searches, lies the Dark Web, a hub for secret chat rooms, forums and black-market sites that sell or 
distribute illegal products and services and house compromised databases containing millions of stolen identities. Our Dark Web Scan will 
report if your email address has been found in one or more of these databases and we offer steps you can take to prevent further compromise.

FEATURES 

• Unlimited Free Access to our Dark Web Email Scan
• Immediate Results Report tells you exactly which
 account(s) were found.

  BENEFITS

• Find out if your email(s) have been compromised on
the Dark Web. Come back any time to scan again 
and check your status. 

• Helps you stay proactive and up to date on the security
of your account credentials.

• Provides steps you can take to protect your account
credentials from being used to access other sites 
such as banking and credit cards. 
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Restoration Specialists /Fully-managed recovery 24/7 Live Member Support 
for the breached merchant’s consumer customers 
(Post -Event Recovery)
Individual Fully Managed Recovery services provided to Affected Consumers (of the breached merchant) who are victims 
of an ID Theft event as a result of a covered data breach event. If identity fraud or compromise occurs, a professional-
ly-trained identity theft Recovery Advocate, will be assigned.

  FEATURES

• Dedicated Certified Recovery Advocate

BENEFITS

• Initial response from recovery within one business day.
• Provide a recovery package via overnight mail or email,
at the option of the consumer, with the necessary 
forms and instructions, including a limited power of 
attorney form.

• Notify the three major credit bureaus, and the 
Consumer’s affected creditors, financial institutions and 
utility providers if there has been an identity theft event.

• Provide assistance with filing a Police Report.
• Provide fraud alerts to the three major credit bureaus
requesting that a fraud alert be placed on the 
Consumer’s credit files and affected credit accounts at 
the option of the Consumer where there has been an 
identity theft event.

• Provide a secure logon to a personal Identity Care
Account to allow the Consumer to view recovery 
case notes online 24/7.

• Provide one bureau credit monitoring to the Consumer
with daily alerts accessible through their Identity Care 
Account for the duration of the recovery process and 
for twelve (12) months thereafter.

• Provide a means within their Identity Care Account for
the Consumer to access, view and print recovery case 
documents uploaded on their behalf by their Recovery 
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